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Fig 1. Al-Integrated Hotel Check-in Automation Flowchart
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Table 1. Core Technological Components and Functions of

the System
Compoent Technology Base Main Functions
Identity Passport OCR, Real-Time user
Verification Facial Recognition identity verification
Generation of unique
W3C DID, . .
DID Issuance identifiers and
JSON-LD

blackchain registraion

Tamper prevention

Blockchain .

Hyperledger Fabric | and DID document
Storage

storage

Check-in Automated check-in

Smart Contract .
Approval approval processing
Room Key BLE, Authorization | Digital key issuance
Issuance Token-based Key and room access

Personalized service

Al Services On-device ML recommendations and

local analysis
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Fig 2. Scalability Potential of the System
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