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Accuracy Recall Precision F1-Score

91.49

m Selected data of similar length(T1) ® Proposed Method(T2)

(¥ 1) Comparison experiment results table
with test data
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