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layert= thddt 2 S8 Z2aRS A Ys7] 96 g H1E = ASAn6] HE Eess 2
ofg] EEAQ 78k Au~E AlFste] 28 o E A ol FHtFEE AMES FEem H WAl
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AFE A0S FAANAY BaAD & Qo] L AT
dol Holua, AAl ogAE JdHUS S H Farris 5 Software Defined Network (SDN) /
sk 4= glo] HrAol =k o ¥ AFEAL] "ol E 7} Network function virtualization (NFV) 7|¥ H &
shtte] Sebe-so] AFHERE AR Fo %A A a2l AFEE [oT 3745 ARl Aokt
o] i o] FHg e EES fd e A IoT 3AdAM= AA UYEHYIE SDNo=z FA 3}
T7F A Folt, o, YELA Qdejd~E SDN ZAEZHRE diA %
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w7 70 2 5 9ol CTIY Ffole odgol 9 z2h2 el & 4 Qo] frAA el Hojurh
oAb oA FEe-molAE FY 2 71E AR Bu 52 9% ARE A FH & F d=

- 350 -



2020 22lol FASSLENS| =2 nl273 M2 (2020, 11)
Threshold Secret Sharing (TSS) 7]4¥ke] IoT Al A dAdste] dolHE RS 73 dolH
B AAE AGATGOL AR LT Axd AAE = BEAAL ojgde] Ful Fepsro] HolHE
TSSE AHgsle] FRE Hasto] Alzgel mE 4 HAste] BAAA A =3 e AFolA
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